
 

▪ External Data Protection Officer: Appointing a DPO can be beneficial if the core activity of a 

company involves certain data processing operations. 

▪ Data Mapping: Mandatory if data processing poses a threat to personal rights or if a company 

has 250+ employees. 

▪ Data Audits: Completing an audit of your data processing system and providing technical 

and organisational tips to ensure compliance  

▪ Training: In-house training of employees who work with personal data. 

▪ Advice: Integrating data protection regulations into the management system and dealing 

with supervisory authorities in the event of data breaches.  


